




Digital Safety Policy

1 INTRODUCTION AND PURPOSE

1.1 The
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4.5.8 are taught that sending malicious or hurtful messages inside or outside of the school can
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https://drive.google.com/file/d/1hbpvTVrevVzJH8qE_W63QJG_VStedV5-/view
https://drive.google.com/file/d/1hbpvTVrevVzJH8qE_W63QJG_VStedV5-/view


https://www.pdpc.gov.sg/overview-of-pdpa/the-legislation/personal-data-protection-act
https://ico.org.uk/for-organisations/data-protection-and-the-eu/data-protection-and-the-eu-in-detail/the-uk-gdpr/
/wp-content/uploads/sites/14/2022/08/SAIS-Privacy-Cookie-Policies.pdf
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should ensure that any retention is consistent with the legitimate interests of the school and that

such interests are not overridden by the rights and freedoms of the individuals involved. When there

is no longer a
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6 REMOVAL OF NETWORK ACCESS/SANCTIONS

6.1 Anyone found abusing the Digital Safety Policy may have their technology rights removed and may be

subject to further disciplinary action.

6.2 The school may inform the police or other law enforcement agency in the event of any digital use that

could be regarded as potentially illegal.

7 POLICY MONITORING AND REVIEW

7.1 The school takes its responsibilities in relation to digital safety and use of technology by staff,

students, parents, and visitors seriously and understands the importance of monitoring, evaluating,

and reviewing its policies and procedures regularly.

Page 10 of 10


